
Security solutions installation of our IP Door Phones 

 
1. Passwords to access the image from the camera  (optional-default is off) - up to 40 characters 

[Basic settings: username = video / password = 1234] 

2. Password to access settings parameters  (default is 1234) - up to 40 characters 

[Basic settings: username = admin / password = 1234] 

3. TCP port interface - the possibility of changing normal TCP port 80 to another (security 

measures) 

4. Fear of tampering with the Electric lock - when opening (breaking) doorphone can be avoided 

switching the electric lock  by COSW additional plate. Vandal then when you try to lock switch 

would have to know one of the 256 combinations in a very precise chronology - and "hands" 

in any case can not. COSW plate is connected to two wires to lock so that it is not accessible 

from the outside (covertly) in doorphone just set the security code matches the code on the 

board COSW. 

5. Fear of unauthorized connection to UTP cable - before connecting to an unauthorized person 

into the internal PC network can prevent a simple device IP WatchDog. This device for around 

80 EUR can be set so that when the doorphone disconnected (wrenched off) so for example 

PC switch is disconnected from the power supply (watchdog function) and UTP cable is then 

connected anywhere, and the danger is averted. 

http://www.alphatech.cz/english/cosw---code-switch.html

